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INTRODUCTION

Each year, the Journal provides a compilation of the most important and timely articles on computers, technology, and the law. The Bibliography, indexed by subject matter, is designed to be a research guide to assist our readers in searching for recent articles on computer and technology law. This year's annual Bibliography contains nearly 1000 articles, found through the examination of over 1000 periodicals.

The Bibliography aims to include topics on every legal aspect of computers and technology. However, as new issues in this field emerge, we welcome your suggestions for additional topics and sources, as well as your commentary on the Bibliography.
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Meaghan Annett, To Be Physically Present Or Not to Be Physically Present: The Use of Videoconferences During Felony Proceedings Comments: Annual Survey of Federal en Banc and Other Significant Cases, 60 B.C.L. Rev. 11-165 (2019)

James Ellis Arden, Technical Stupidity Shouldn't Be Unethical, 36 GPSOLO 76 (2019)

Jason Beahm & Cameron Bowman, Alexa, Are You a Snitch, 36 GPSOLO 56 (2019)

Josh Becker, Why Data Competency Is a Requisite for Tomorrow's Practitioners, CYBERSECURITY L. & STRATEGY (Oct. 2019)
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Spencer M. Mainka, Symposium, Algorithm-Based Recruiting Technology in the Workplace, 5 TEX. A&M J. PROP. L. 801 (2019)


Anna Persky, Home Grown, 105 A.B.A. J., June 2019, at 31


J. Spencer II Sanders, The Rumble about the Jungle: The Fight over Dot Brand gTLDs and Geographic Names, 101 J. PAT. & TRADEMARK OFF. SOC'Y (2019)
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Joe Stanley-Smith, India Looks to Overseas Examples for New E-Invoicing Regime, 30 INT'L TAX R. 8 (May 2019)

Joe Stanley-Smith, India Looks to Overseas Examples for New E-Invoicing Regime, 30 INT'L TAX R. 8 (May 2019)

Joe Stanley-Smith, VATE-Invoicing Uniformity would make our lives easier, 30 INT'L TAX R. 32 (May 2019)
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1.1.0 GENERAL


John Flood & Lachlan Robb, Professions and Expertise: How Machine Learning and Blockchain Are Redesigning the Landscape of Professional Knowledge and Organization, 73 U. MIAMI L. REV. 443 (Winter 2019)

Vicki Waye, Regtech: A New Frontier in Legal Scholarship, 40 ADEL.L. REV. 363(2019)

1.1.1 ONLINE LEGAL RESEARCH

Jesse Bowman, Legal Research on the Go, 107 ILL. B.J. 48 (Sept. 2019)


Yan Song, Looking for a Needle in a Haystack: Limitations of Searching Foreign Trademark on TESS, 101 J. PAT. & TRADEMARK OFF. SOC’Y (2019)

1.2 LAW OFFICE MANAGEMENT

1.2.0 GENERAL


Mark Bassingthwaigte, Maintaining Your Confidences, Electronically, MONT. LAW., Jan. 2019, at 28

Steven J. Best, Five Reasons Why Quickbooks Isn ‘t Enough, 107 ILL. B.J. 49 (Jul. 2019)

Marilyn Cavicchia, Don’t Spam your Members: Communicators Share Tips on Email Marketing, 43 B. LEADER 12 (2019)


Danielle E. DavisRoe, Looking into Microsoft Bookings, 107 ILL. B.J. 42 (June 2019)
JoAnn Hathaway, Affordable Technology for Small-Firm Productivity, 98 MICH. B. J. 52 (Nov. 2019)

David L. Jr. Hudson, To (Secretly) Tape Or Not to Tape, 105 A.B.A. J., Jan.-Feb. 2019, at 26

Jeff Lantz, How to Use Online Reviews and Schema to Develop New Business, 36 GPSOLO 50 (2019)

Brooke Moore, Maximizing Success In Your Virtual Practice Techshow 2020, MONT. LAW., Sept./Oct. 2019, at 23

Sharon D. Nelson & John W. Simek, ABA's Legal Technology Survey Provides Snapshot of Trends in the Profession, Understanding Your Legal and Ethical Duties, MONT. LAW., Apr. 2019, at 24


Kevin Payne, Houston, We Have a Problem... Top 10 Signs You Have a Virus or Malware, 107 ILL. B. J. 46 (Apr. 2019)

Ben M. Schorr, Obtaining the Most from Office 365, 45 LAW PRAC. 54 (2019)


David Tersteeg, Legislative and Regulatory Obligations on Corporate Attorneys: Production Data in the World of Sarbanes Oxley and General Data Protection, 39 N. ILL. U. L. REV. 456 (Summer 2019)

Chase Victorson, Can an Employer's Social Media Policy Violate the National Labor Relations Act, 36 GPSOLO 32 (2019)
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Tom Mighell, Online Learning for Clients and Peers, 45 LAW PRAC. 30(2019)

Giles Parsons, When Can We Have Robots to Get Rid of All Tax Departments, 30 INT'L TAX R. 60 (Mar. 2019)

Tara Puckey, Investing in Tech is a Necessity, 63 RES GESTAE 17 (2019)

Daniel J. Siegel, In-Office Training Made Easy in One Captivating Product, 45 LAW PRAC. 24 (2019)

1.2.2 CASE MANAGEMENT


Sean La Roque-Doherty, Sharing Economy, 105 A.B.A. J., Mar. 2019, at 54

1.2.3 CASE FILE SECURITY


1.2.4 INTERNET ACCESS

Jeffrey Allen & Ashley Hallene, Protecting Your Email and Confidential Information, 29 EXPERIENCE 22 (2019)

Maria Fontenot & Michael T. Martinez, FCC's Indecency Regulation: A Comparative Analysis of Broadcast and Online Media, 26 UCLA ENT. L. REV. 59 (2019)
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1.3.0 GENERAL


Robert W. Derner, Comment, Ethical Limitations on Lawyer-to-Lawyer Online Consultations regarding Pending Cases, 10 ST. MARY'S J. ON LEGAL MALPRACTICE & ETHICS 102 (2019)

Robin C. Feldman et al., Artificial Intelligence in the Health Care Space: How We Can Trust What We Cannot Know, 30 STAN. L. & POL'Y REV. 421 (2019)


Dubravka Klasicek, 21 (s) ' Century Wills, 35 PRAVNI VJESNIK 29 (2019)


Agnieszka McPeak, Disruptive Technology and the Ethical Lawyer, 50 U. TOL. L. REV. 457 (Spring 2019)

Danish Mehboob, Tax technologists increasingly important but hard to find for MNEs, 30 INT'L TAX R. 6 (Mar. 2019)

Melanie Reid, A Call to Arms: Why and How Lawyers and Law Schools Should Embrace Artificial Intelligence, 50 U. TOL. L. REV. 477 (Spring 2019)

https://www.thefreelibrary.com/_/print/PrintArticle.aspx?id=647537141

Amanda Robert, Answering the Pro Bono Call, 105 A.B.A. J., May 2019, at 58


Ashley Vega, Comment, Securing Technological Privacy: Modernizing the Texas Disciplinary Rules of Professional Conduct to Protect Electronic Data, 10 ST. MARY'S J. ON LEGAL MALPRACTICE & ETHICS 144 (2019)

1.3.1 TAX FILING


Mattias Cruz Cano, Mexico's VAT reforms risk foreign digital platforms exiting market, 30 INT'L TAX R. 12 (Sept. 2019)

Carina Federico & Travis Thompson, Do IRS Computers Dream about Tax Cheats: Artificial Intelligence and Big Data in Tax Enforcement and Compliance, 21 J. TAX PRAC. & PROC. 35 (2019)

Carlos Linares-Garcia et. al, Mexico Grapples with Tech Sector Taxes, 30 INT'L TAX R. 24 (Sept. 2019)

John Keenan, Colleen Harkins & Chaim Gordon, The National Taxpayer Advocate's 2018 Annual Report to Congress Highlights Concerns about the IRS’s Antiquated IT Systems and Challenges That Taxpayers Face in Communicating with the IRS Watch, 21 J. TAX PRAC. & PROC. 9 (2019)

Ciro Meza, Colombia's Outdated Approach to Software, 30 INT'L TAX R. 21 (Sept. 2019)

Clarissa Machado Miras, Software Taxes in Brazil: Begging for Clarity, 30 INT'L TAX R. 18 (Sept. 2019)


Kyleen Prewett, Roger W. Dorsey & Gaurav Kumar, A Primer on Taxation of Investment in Cryptocurrencies, 36 J. TAX’N INV., no.4, 2019, at 3

Joe Stanley-Smith, Let's Get Digital, 30 INT'L TAX R. 1 (May 2019)

Josh White, Big tech changed everything for international tax, 30 INT'L TAX R. 24 (Sept. 2019)

1.3.2 BANKRUPTCY
Edward J. Janger & Adam J. Levitin, One Dollar, One Vote: Mark-to-Market Governance in Bankruptcy, 104 IOWA L. REV. 1857 (May 2019)
1.3.3 ESTATE PLANNING


Turney P. Berry & Suzanne Brown Walsh, Ready or Not, Here They Come: Electronic Wills Are Coming to a Probate Court Near You, 33 PROB. & PROP. Sept.--Oct. 2019, at 62

Justin H. Brown, 33 PROB. & PROP. Mar.--Apr. 2019, at 60

Michael Chodos, The Emergence of the Online Notary: Implications for the Probate Bar, 33 PROB. & PROP. July- Aug. 2019, at 59

Jennifer L. Fox, Twenty-First Century Wills, 33 PROB. & PROP. Nov.-Dec. 2019, at 52

Alexdra M. Jones, Comment, Old Days are Dead & Gone: Estate Planning Must Keep its Head Above Water with the Changing Tide of Technology, 11 EST. PLAN. & CMTY. PROP. L.J. 162 (2019)

Seth Rowland, Best Practices for Automating Your Estate Planning Practice, 33 PROB. & PROP. Jan.--Feb. 2019, at 60

Seth Rowland, Moving Past Roadblocks to Automation: The Magical World of Document Assembly, 33 PROB. & PROP. May--June 2019, at 61


Thomas E. Simmons, Conflict-of-interest-Infected Virtual Representatives and a Cure, 64 S.D. L. REV. 1 (2019)


1.3.4 REAL ESTATE

Griffin P. Heil, Blockchain's Impact on Real Estate and the Future, 18 J. INT'L BUS. & L. 237 (Spring 2019)


Paul Peterson, Problems Blockchain Doesn 't Solve, 107 ILL. B. J. 36 (Feb. 2019)

Seth Rowland, The Bois are Coming: and They are Here to Help, 33 PROB. & PROP., NOV.- Dec. 2019, at 59

1.3.5 ADVERTISING


Gianna Korpita, It’s a Small World after All: How Disney’s Targeted Advertisements Implicate COPPA, 19 J. HIGH TECH. L. 407 (Issue 2 -2019)
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Kevin Bowling et al., Improving Child Support Enforcement Outcomes with Online Dispute Resolution, 2019 TRENDS ST. CTS.43(2019)


Kami A. Chagal-Feferkorn, Am I an Algorithm or a Product: When Products Liability Should Apply to Algorithmic Decision-Makers, 30 STAN. L. & POL'Y REV. 61 (2019)


Jenna Connors, Turning Suicide into Homicide: Can You Be Bound by Your Text Messages, 19 J. HIGH TECH. L. 477 (Fall 2019)

Jenna Connors, Turning Suicide into Homicide: Can You Be Bound by Your Text Messages, 19 J. HIGH TECH. L. 477 (Spring 2 -2019)

Sonia Desmoulin-Canselier, France in the Neurolaw Era: Brain Imaging in French Civil Litigation, 101 DROIT ET SOCIETE 117 (2019)


Samantha Greenfield, Social Media Platforms: Preserving Evidence of International Crimes, 2 INT'L COMP., POL'Y & ETHICS L. REV. 821 (Spring 2019)


Thomas J. Kirkham, Comment, Rejecting Historical Cell Site Location Information as Unreliable under Daubert and Rule 702, 50 U. TOL. L. REV. 361 (Winter 2019)

P. D. Konstantinov, Digitalization as a Modern Threat to Justice, 2019 HERALD CIV. PROC. 150 (2019)

Marie-Helen Maras and Alex Alexandrou, Determining authenticity of video evidence in the age of artificial intelligence and in the wake of Deepfake videos, 23 INT'L J. EVIDENCE & PROOF 255 (July 2019)

Laura W. Morgan, Preserving Practical Obscurity in Divorce Records in the Age of E-Filing and Online Access, 31 J. AM. ACAD. MATRIMONIAL LAW. 405 (2019)

Susan Nauss Exon & Soomi Lee, Building Trust Online: The Realities of Telepresence for Mediators Engaged in Online Dispute Resolution, 49 STETSON L. REV. 109 (2019)


Aaron Wynhausen, Note, The Eighth Circuit Further Complicates Plaintiff Standing in Data Breach Cases, 84 Mo. L. REV. 297 (Winter 2019)


2.1 SCIENTIFIC EVIDENCE

2.1.0 GENERAL

Sonia Desmoulin-Canselier, France in the Neurolaw Era: Brain Imaging in French Civil Litigation, 101 DROIT ET SOCIETE 117 (2019)

Iman Eikram, How Technology Is Shifting Agency from Doctors to Patients: The Cost and Impact of Medical Technologies to Traditional Liability and Malpractice, 44 J. CORP. L. 609 (Spring 2019)

Andrew Guthrie Ferguson, The Exclusionary Rule in the Age of Blue Data, 72 VAND. L. REV. 561 (2019)

2.1.1 EXPERT TESTIMONY


2.1.2 DNA TYPING


Marjan Sjerps, Reporting DNA database matches: we need more research, 18 LAW, PROB. & RISK 39 (Mar. 2019)

Ronald Meester & Klaas Slooten, Calculating the Posterior Odds from a Single-Match DNA Database Search under various Scenarios with Minimal Assumptions, 18 LAW, PROB. & RISK 223 (June-Sept. 2019)

Ronald Meester & Klaas Slooten, Ne bis in idem--a commentary on 'Calculating the posterior odds from a single-match DNA database search', 18 LAW, PROB. & RISK 35 (Mar. 2019)
Cedric Neumann & Madeline Ausdemore, Communicating forensic evidence: Is it appropriate to report posterior beliefs when DNA evidence is obtained through a database search?, 18 LAW, PROB. & RISK 25 (Mar. 2019)

Cassidy Kesler Pinegar, DNA Evidence in Sexual Assault Cases: Past Trends and Future Potential, CRIM. JUST., Fall 2019, at 37

Natalie Ram, Genetic Privacy after Carpenter, 105 VA. L. REV. 1357(2019)


John T. Wixted, Nicholas J. S. Christenfeld & Jeffery N. Rouder, Calculating the posterior odds from a single-match DNA database search, 18 LAW, PROB. & RISK 1 (Mar. 2019)


2.1.3 FINGERPRINT

Daniel Asen, Fingerprints and paternity testing: a study of genetics and probability in pre-DNA forensic science, 18 LAW, PROB. & RISK 177 (June-Sept. 2019)


Opher Shweiki & Youli Lee, Compelled Use of Biometric Keys to Unlock a Digital Device: Deciphering Recent Legal Developments, 67 U.S. ATT'YS BULL. 23 (Feb. 2019)

Ryan White, Puneet V. Kakkar, & Vicki Chou, Prosecuting Darknet Marketplaces: Challenges and Approaches, 67 U.S. ATT'YS BULL. 65 (Feb. 2019)

2.1.4 LIE DETECTION

2.1.5 FORENSIC EVIDENCE


Jules Epstein, Continuing Crawford/Confrontation "Confusion, " CRIM. JUST., Spring 2019, at 67

Dragos-Vasile Leordean, Mihai Suiian, & Daniel Ureche, DNA Forensic Examination in Criminal Cases, 2019 PENALMENTE RELEVANT 10(2019)

2.2 DEMONSTRATIVE EVIDENCE
2.0 GENERAL

Stephanie Foster, Should the Use of Automated License Plate Readers Constitute a Search after Carpenter v. United States, 97 Wash. U. L. Rev. 221 (2019)


2.2.1 COMPUTER-GENERATED EVIDENCE

Kate E. Bloch, Harnessing Virtual Reality to Prevent Prosecutorial Misconduct, 32 Geo. J. Legal Ethics 1 (Winter 2019)


J. Collin Spring, The Blockchain Paradox: Almost Always Reliable, Almost Never Admissible, 72 S.M.U. L. Rev. 925 (Fall 2019)


2.2.2 AUDIO/VISUAL EVIDENCE

Jeffrey Bellin & Shevarma Pemberton, Policing the Admissibility of Body Camera Evidence, 87 Fordham L. Rev. 1425 (Mar. 2019)

William G. Hanson, What Every Trial Lawyer Needs to Know About Audio Recordings, 107 Ill. B. J. 42 (Nov. 2019)

Lisanne van Weelsen et. al., A Communications Perspective on the Use of Visualisations in Dutch Court for Minor Felonies, 15 Utrechtt L. Rev. 1,26 (2019)


2.3 ELECTRONIC DISCOVERY


Yuqing Cui, Application of Zero-Knowledge Proof in Resolving Disputes of Privileged Documents in E-Discovery, 32 Harv. J. L. & Tech. 633 (Spring 2019)

Seth Katsuya Endo, Discovery Hydraulics, 52 U.C.D. L. Rev. 1317 (Feb. 2019)


Helen Hong, Border Searches of Digital Devices, 67 U.S. ATT'YS BULL. 199 (Feb. 2019)


William LaRosa, Comment, New Legal Problems, Old Legal Solutions: Bailment Theory as the Baseline Data Security Standard of Care Owed to an Opponent's Data in E-Discovery, 167 U. PA. L. REV. 775 (Feb. 2019)


Emily Miskel, Electronic Evidence FAQs: A Family Law Judge Weighs In, 41 FAM. ADVOC. 30 (2019)

Timothy M. O'Shea, Whole Device Authentication, 67 U.S. ATT'YS BULL 97 (Feb. 2019)


2.3 COURTROOM AND JUDGES


Derek E. Bambauer, Paths or Fences: Patents, Copyrights, and the Constitution, 104 IOWA L. REV. 1017 (March 2019) 2.4

Carolina A. Del Campo, Comment, To Friend Or to Unfriend: It's Time to Update the Status on What It Means to Be Facebook Friends, 32 ST. THOMAS L. REV. 53 (2019)


Alessia Fachechi, Alternative Dispute Resolution Regulation: A Work of Modern Art, 5 ITALIAN L.J. 293 (2019)


Cynthia Gray, Stumbling Online, 58 JUDGES J. 25 (2019)


Paden M. Hanson, True Damages for False Claims: Why Gross Trebling Should Be Adopted, 104 IOWA L. REV. 2093 (May 2019)2.5


Justin Jones, Where Only Women May Judge: Developing Gender-Just Islamic Laws in India's All-Female Shariah Courts, 26 ISLAMIC L. & SOC'Y 437 (Issue 4 2019)


Albert H. Liou, & Jasper L. Tran, "Internet (Re)Search by Judges, Jurors, and Lawyers", 9 IP THEORY 1 (2019)

Gary E. Marchant, Emerging Technologies and the Courts, 55 CT. REV. 146(2019)


Alexandria Murphy, Better Late than Never: Why the USOC Took So Long to Fix a Failing System for Protecting Olympic Athletes from Abuse, 26 JEFFREY S. MOORAD SPORTS L. J. 157 (Issue 1 -2019)

Krislin C. Nuzum, Letting Google into the Jury Room: A Proposed Study on the Effect of Abolishing the Juror Research Admonition, 60 JURIMETRICS J. 105-23 (2019)

Orna Rabinovich-Einy & Ethan Katsh, Blockchain and the Inevitability of Disputes: The Role for Online Dispute Resolution, 2019 J. DISP. RESOL. 47 (Issue 2 - 2019)

Will Resnik, Get with the Times: Why the Use of Live Two-Way Video Testimony Does Not Violate the Confrontation Clause, 45 AM. J. CRIM. L.461(2019)

Peter M. Jr. Reyes, To Post Or Not to Post: Judges on Social Media, 58 JUDGES J. 20 (2019)


Amy Schmitz & Colin Rule, Online Dispute Resolution for Smart Contracts, 2019 J. DISP. RESOL. 103 (Issue 2-2019)


Nadia Sonneveld, Divorce Reform in Egypt and Morocco: Men and Women Navigating Rights and Duties, 26 ISLAMIC L. & SOC’Y 149 (Issue 1-2 2019)

Dane Thorley, Joshua Mitts, Trial by skype: A causality-oriented replication exploring the use of remote video adjudication in immigration removal proceedings, 59 INT’L REV. L. ECON. 82 (Sept. 2019)

Mediation Table, 2019 J. DISP. RESOL. 1 (Issue 2 -2019)

2.4 DISPUTE RESOLUTION

Fahimeh Abedi et. al., Universal Standards for the Concept of Trust in Online Dispute Resolution Systems in E-commerce Disputes, 27 INT’L J. L. & INFO. TECH. 209 (Fall 2019)


David Allen Larson, Digital Accessibility and Disability Accommodations in Online Dispute Resolution: ODRfor Everyone, 34 OHIO ST. J. DISP. RESOL. 431 (2019)


Tania Sourdin, Bin Li & Tony Burke, Just, Quick and Cheap: Civil Dispute Resolution and Technology, 19 MACQUARIE L.J. 17 (2019)

Victor Terekhov, Online Mediation: A Game Changer or Much Ado About Nothing?, ACCESS TO JUST. E. EUR., Sept. 2019, at 33


3. COMPUTERS, TECHNOLOGY AND THE GOVERNMENT
3.0 GENERAL

Muhammad Shakaib Akram et. al., Exploring the interrelationships between technological predictors and behavioral mediators in online tax filing: The moderating role of perceived risk, 36 GOV'T INFO. Q. 237 (Apr. 2019)

Myles Ashong, Note, Bug the Bounty Hunter: Recommendations to Congress to Best Effectuate the Purpose of the Secure Technology Act, 49 PUB. CONT. L. J. 173 (Fall 2019)


N. Bindu, C. Prem Sankar & K. Satheesh Kumar, From conventional governance to e-democracy: Tracing the evolution of e-governance research trends using network analysis tools, 36 GOV'T INFO. Q. 385 (July 2019)

Enrique Bonson, David Perea, Michaela Bednarova, Twitter as a tool for citizen engagement: An empirical study of the Andalusian municipalities, 36 GOV'T INFO. Q. 480 (July 2019)

Roger Brownsword & Alon Harel, Law, Liberty, and Technology: Criminal Justice in the Context of Smart Machines, 15 INT'L J. L. CONTEXT 107 (June 2019)


Yu-Che Chen et. al., Cross-boundary e-government systems: Determinants of performance, 36 GOV'T INFO. Q. 449 (July 2019)

Britt Christensen, Cyber state capacity: A model of authoritarian durability, ICTs, and emerging media, 36 GOV'T INFO. Q. 460 (July 2019)
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